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ABSTRACT: 

Block chain technology, known by popular crypto currencies mainly Bitcoin, is widely used in several fields, not only 

in the financial sector but also in the healthcare industry as well as supply chain management sectors. To produce an 

efficient block chain, consensus algorithms are an essential part of it. Proof of Work (POW) and Proof of Stake (POS) 

protocols are widely used in many block chain networks such as Bitcoin, Ethereum, and Litecoin. Block size 

optimization solves the trade-off between maximum revenue and becomes an alternative payment system. In this 

research, differential evolution algorithm was used to determine the size of the blocks. The simulation of this research 

has been done in MATLAB environment. In order to evaluate the proposed method, two scenarios of the number of 

miners and the type of request have been used. In this research, statistical criteria have been used to evaluate the 

proposed method. The criteria used in this research include maximum, minimum, average and standard deviation 

criteria. The results showed that in the scenario of the number of miners, the best answer was obtained in the case 

where the number of miners was equal to 3. In the request type scenario, the dependency of the requests has been 

checked. In this case, requests are considered dependent and non-dependent. The results showed that in the non-

dependency mode, the request processing time has decreased because in this mode the requests can be executed 

simultaneously with each othe. in the dependency mode, the requests have priority over each other.  In this case until 

the desired request is not executed, the next request cannot be executed. 

 

KEYWORDS: Block Chain Technology, Bitcoin, Block Chain, Proof of Work, Differential Evolution Algorithm. 

 

1.  INTRODUCTION 

Block chain technology, known by popular crypto 

currencies mainly Bitcoin, is widely used in several 

fields, not only in the financial sector but also in the 

healthcare industry as well as supply chain 

management sectors [1]. It is a type of distributed 

ledger technology that maintains an identical copy of 

the transactions of participants in a network [2]. In 

short, block chain is the merging of chains of each 

block, and the blocks are connected by keeping the 

hash value of the previous block [3]. Each block 

contains certain information: size, number of 

transactions, transactions themselves and block title [4]. 

To create new blocks in the chain, all parties in the 

chain network agree to a common agreement to write 

transactions in the ledger [5]. There are many protocols 

for the agreement of participants, which are called 

general consensus algorithms [6]. To produce an 

efficient block chain, consensus algorithms are the 

essential part [7]. Proof of Work (POW) [8] and Proof 

of Stake (POS) [9] protocols are widely used in many 

block chain networks such as Bitcoin, Ethereum, and 

Litecoin [10]. Block size as well as block creation time 

are focused on achieving Bitcoin scalability as key 

parameters [11]. Block size plays an important role in 

determining the overall performance of the proposed 

system [12]. 

Block size optimization [13] solves the trade 

between maximum revenue and becomes an alternative 

payment system [14]. In addition, in selecting the block 

size between security and speed in cryptographic 

creation, there is a cryptographic hashing function [15]. 

If the block size is smaller, then security becomes an 

important issue; If the block size is larger, the speed of 

its conversion and transfer becomes an issue [16]. 
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In this article, we have focused on determining the 

optimal block size and the goal of improving the block 

production time in POW systems. For this reason, the 

delay and block generation time are considered as an 

objective function. Make Note that transaction cost and 

security are outside the scope of this approach. 

Therefore, in this article, differential evolution 

algorithm is used to determine the size of the blocks. 

Next, in the second part, the background of the 

research will be given, in the third part, the proposed 

method is stated. The results of the proposed method 

are stated in the fourth section. Finally, the conclusion 

is given in the fifth section 

 

2.  LITERATURE REVIEW 

Cao and colleagues analyzed and discussed the 

consensus process in block chain based on POW, POS 

and DAG. They compared the main performance in 

terms of average time to generate a new block, 

confirmation delay, TPS, and probability of 

confirmation failure, and showed the impact of 

computing power on POW, possible balance, and new 

transactions entering the DAG [17]. Based on the 

existing consensus algorithm, Wu et al presented an 

improved hybrid consensus algorithm based on PBFT 

algorithm and POS algorithm. The proposed algorithm 

reduces the number of consensus nodes to a fixed value 

with verifiable pseudo-random sorting and witnesses 

the interaction between nodes [18]. In order to improve 

the efficiency and security of the block chain hashing 

algorithm, Fu and his colleagues presented an 

optimization plan for the block chain hashing algorithm 

based on PRCA. This scheme combines the block chain 

with an active configurable computer to improve the 

performance of the block chain hash function [19]. 

Khan and colleagues presented their efforts to address a 

detailed study of performance and scalability 

constraints for an 𝐸2-voting system [20]. Singh and his 

colleagues proposed a method in which multi-objective 

optimization is performed and 40 different solutions are 

obtained based on transaction selection time and block 

construction time [21]. Aygun and his colleagues 

proposed a multi-objective optimization (OP) problem 

by minimizing block generation and transmission time 

[22]. In 2022, Francis and colleagues focused on the 

delay associated with proof-of-work (POW) based on 

block chain networks, whereby participants add new 

information to a distributed ledger through consensus 

to confirm transactions [23]. 

. 

3.  SUGGESTED METHOD 

In this research, a hierarchical process has been 

used to allocate work to miners, and the allocation 

conditions have been stated in the first stage. In this 

section, the needs of the block chain network and the 

relationships related to these environments are given. In 

the second step, the allocation operation is done by 

differential evolution algorithm. In this section, 

operations such as the initial population, determination 

of the objective function, improvement of the initial 

population are performed. Population improvement will 

be done by two operations, mutation and combination. 

In the mutation operation, populations are changed by 

three other populations. In the combination operation, 

the mutated population is combined with the current 

population. In the following, each of the desired 

sections is described. 

 

3.1. Allocation Of Blocks  

In this section, the process of allocating blocks to 

miners is shown. This process is shown in Fig 1. 

 

 
Fig. 1. Allocation of blocks. 

 

As shown in Fig. 1, a three-step process is used to 

allocate blocks to miners. In the first stage, the 

explanations related to the block chain network are 

given and the method of receiving and processing 

requests is explained. In the second part, there is the 

process of handling requests. In other words, requests 

are managed in this section. In order to manage the 

requests, the has been used. In the final stage, the 

blocks are evaluated. In the following, each of the 

desired sections will be explained. 

 

3.2. Blockchain Network 

     In every block chain program, miners connect with 

other miners through the network using network 

bandwidth. Each miner receives a number of 

transactions from a pool that must be verified before 

being stored in a block. The block chain network is 

Shown in Fig. 2, This network shows all the miners that 

are connected through a peer-to-peer network. 
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Fig. 2. Block chain network structure. 

 

Miners send transactions in the form of blocks to other 

miners for the mining process. For this, miners receive 

transactions in moderation equal blocks from the pool. 

The miner tries to clear all transactions from the pool in 

order to achieve less transfer time and less block 

composition time. This is because depending on the 

type of application, millions of transactions can be 

generated that remain waiting to be mined. This 

problem for miner M1 is shown in Fig, 3. 

 

 
Fig. 3. Miner M1's problem in determining block size. 

 

3.2.1. block combination time and transfer time 

Block composition time and transfer time are two 

performance measurement factors in block chain 

networks. The time required by the miner to create a 

block is known as block composition time. Miner 

transfer time is the time required to transfer blocks. 

Block composition time includes the overhead of each 

block (block preprocessing time), which is determined 

based on the Merkel tree construction time. Merkel tree 

is an essential part of block chain technology that 

enables efficient and secure verification of transactions. 

Block composition time and transfer time depends on 

the number of transactions in each block (block size). 

that these two factors are contradictory in terms of 

performance. To solve the above problem, the size of 

the block should be determined in such a way that the 

transfer time and block combination time are 

minimized. The block construction time is calculated 

from equation (1): 

 

𝑇𝑏 =
𝑆𝑚𝑒𝑚

𝑆𝑏
∗ (𝑇𝑜𝑣𝑒𝑟ℎ𝑒𝑎𝑑 + ( 

𝑇𝑜𝑡𝑡
𝑀𝑒𝑟𝑘𝑙𝑒𝑇𝑟𝑒𝑒𝑡

∗ 𝑇𝑀𝑒𝑟𝑘𝑙𝑒𝑇𝑟𝑒𝑒) 

(1) 

 

In relation (1),Smem indicates the size of the pool 

memory, Sbindicates the size of each 

blockSbSmemindicates the total blocks produced. 

.Toverhead overhead time, Merkle tree indicating the 

number of transactions in each block which is 

considered constant in this research. The value 

determined for it is equal to 10, Stindicates the size of 

each transaction, and Tot indicates the number of 

transactions, which is obtained from the relationSb/ St. 

Tot / Merkle tree shows the number of Merkle trees 

that have been built. The time required to build a 

Merkle tree with 10 transactions is equal toTmerkle, 

which is considered 0.02 in this research. As mentioned 

above, block size is another important parameter for 

network propagation and transmission delay. The delay 

that depends on the block size is formulated in the 

following equation 

 

𝑇𝑑 = ℎ ∗ (𝑇𝑝 + 
𝑆𝑏

𝑅
∗ 𝑁𝑇) (2) 

 

In relation (2), h is the depth of the block chain 

network tree and R is the bandwidth of the node. In this 

research, R is considered equal for all nodes (miners). 

NT is the number of miners connected to that node, 

which is calculated according to equation (3). 

 
𝑁𝑇 = (𝑛 − 1) ∗ 𝑃𝑐 (3) 

 

Equation (4) will be used to calculate the depth of 

the tree. 

 
h = log𝑃(𝑛 ∗ (𝑁𝑇 − 1) + 1) (4) 

As mentioned in (4), the target problem includes 

two objective functions that must be minimized. To 

convert two objective functions into one objective 

function, the weighting method is used, which is given 

in (5). 

 
o = �⃗⃗� ∗ 𝑇𝑑 + (1 − �⃗⃗� ) ∗ 𝑇𝑏 (5) 

 

In this research, the size of the blocks is to be 

adjusted by the differential evolution algorithm in such 

a way that the above fitness function is optimized. 
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3.3. Management of Requests 

As mentioned in the previous section, differential 

evolution algorithm will be used to manage requests. 

The uses a multi-step process to adjust the size of the 

blocks, and these steps are shown in Fig. 4. 

 

 
Fig. 4. Steps of differential evolution algorithm. 

 

As shown in Figure (4), the differential evolution 

algorithm for adjusting the block size consists of three 

processes: initial population, fitness, and population 

improvement, which will be explained in the following 

sections. 

 

3.3.1. Initial population 
One of the important parts of the differential 

evolution algorithm is related to the primary population 

part. In this section, the coding of the problem is 

shown. The initial population can be used in two cases 

shown in Fig. 5. 

 

 
Fig. 5. Coding of the initial population. 

 

As shown in Fig. 5, the initial population can be 

considered as fixed and variable. In the fixed mode, the 

format of all the populations is constant, but in the 

variable method, the format of the populations is 

variable. In this research, a fixed format is used to show 

the initial population. The format used in this research 

is as follows. 

 
Fig. 6. Initial population format in fixed coding 

mode. 

 

As shown in Fig. 6, each request is assigned to one 

of the available miners. The point used in this research 

is the way of coding the requests. For a better 

understanding of the coding problem, pay attention to 

the following example. 

Example: Suppose there are three tasks in this 

research and each task is divided into five parts. Table 

(1) shows this process. 

 

Table 1. Basic schematic of requests. 

 
 

After determining the blocks related to each task, 

the following process is used to number the requests. A 

single number is assigned to each task. The numbering 

method is from top to bottom. The desired process is 

shown below. 

 

Table 2. Allocation of code to requests. 

 
As shown in Table 2, each request is assigned a 

unique number. The important point regarding the 

allocation of requests to miners is the type of requests. 

Requests can be used in two ways shown in Fig. 7. 

 
Fig. 7. Types of requests. 
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As shown in Fig. 7, requests can be considered as 

prioritized or non-prioritized. In the following, the 

difference between priority and non-priority requests is 

shown. for prioritized requests Fig. 8, is considered. 

 

 
Fig. 8. Prioritized requests. 

 

     In Fig 9, it is considered fornon-prioritized 

requests. 

 

 
Fig. 9. Non-prioritized Requests. 

 

As shown in Fig. 9, non-prioritized requests are less 

than prioritized requests in terms of processing time. 

Because in this case the requests can be executed at the 

same time. 

 

3.3.2. Fitness of the Population 

The fitness function is used to show the superiority 

of one population over another population. The fitness 

function is also known as the utility function. The 

fitness function can be used in single-objective or 

multi-objective modes. In single-objective mode, the 

algorithm seeks to optimize one objective, which can 

be minimum or maximum, but in multi-objective mode, 

the algorithm seeks to optimize several objectives. that 

these goals can be opposite to one another. In this 

research, the single target mode has been used. The 

fitness function used in this research is given below. 

 

(6) 𝐹𝑖𝑡 = 𝛼 ∗ 𝑇𝑃 + 𝛽 ∗ 𝑇𝑀 

In relation (6), Fit indicates the utility function, T_P 

indicates the time of processing requests by miners, 

T_M indicates the maximum time spent to complete 

requests by miners, and α β represents the weight 

coefficients of the objective function. 

 

3.3.3. POPULATION IMPROVEMENT 

In this research, the two operators shown in Fig. 10 

have been used to improve the population. 

 

 
Fig., 10. Improvement operation. 

 

In order to improve the population in the mutation 

algorithm, relation (7) is used. 

 

(7) Ui(t)⃗⃗ ⃗⃗ ⃗⃗ ⃗⃗  ⃗ = xi1
(t) + β (xi2

(t) − xi3
(t))

+ α(fbest(t) − xi(t)) 
 

In relation (7), Ui(t)represents the mutation vector, 

xi1,xi2andxi3 represent three selected populations that 

are randomly are selected The selected populations 

must be different from each other, in other words, the 

condition i≠i1≠i2≠i3 must be fulfilled. fbest represents 

the best population at the moment t andxi represents the 

current population that is supposed to improve. After 

the mutation operation there is the combination 

operation. Current population and mutant population 

are used in combination operation. The relationship of 

the combination operation is as follows. 

 

(8)  
Xij

i = {
Uij(t)                         if       j ∈ J

Xij(t)                         otherwise
 

 

In relation (8), X_ij^i represents the improved 

population, U_ij represents the mutation vector and 

X_ij represents the current population. If the desired 

index is in the J vector, the desired value is selected 

from the mutation vector, otherwise from the current 

population. The indices in the vector J are chosen 

randomly. 
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3.3.4. Stop condition 

In evolutionary algorithms, stopping conditions are 

used to complete the optimization steps. In this 

research, the repetition method is used to complete the 

optimization steps. In other words, in this case, the 

algorithm ends when it has been executed for a 

specified number of times. 

 

4.  RESULTS AND DISCUSSION 

In this section, the specifications of the simulation 

environment are examined from the point of view of 

software and hardware. After examining the 

specifications of the simulation environment, 

explanations related to the problem scenarios are given. 

The problem scenarios are compared in the sections of 

block size, number of miners and number of requests. 

Requests are grouped into two prioritized or non-

prioritized categories. Also, in this chapter, the 

statistical parameters for the evaluation of the proposed 

method are stated in order to measure the stability of 

the algorithm in the face of a large volume of requests. 

Finally, at the end of the chapter, a comparison 

between the proposed method and the methods carried 

out in this field is given. 

 

4.1. SIMULATION ENVIRONMENT 

In Fig. 11 the details of the simulation environment 

are examined from the hardware and software point of 

view. 

 

 
Fig. 11. Characteristics of the simulation environment. 

 

4.2 Evaluation Scenarios 

In this section, the evaluation scenarios of the 

proposed method are described. The scenarios used in 

this research are given in Fig. 12. 

 
Fig. 12. Problem scenario. 

 

As shown in Fig. 12, two scenarios of the number 

of miners and the type of request have been used to 

evaluate the proposed method. 

 

4.3. Evaluation Criteria 

In this research, statistical criteria are used to 

evaluate the proposed method. The criteria used in this 

research include maximum, minimum, average and 

standard deviation criteria. In order to calculate the 

statistical criteria, the proposed method has been 

repeated 30 times and based on the repetitions, the 

statistical criteria are calculated. Below are the 

explanations related to these criteria: 

• Maximum: Maximum is the highest value obtained 

in 30 repetitions. This criterion is to show the 

difference of the obtained answers from the lowest 

value to the highest value. 

• Minimum: This criterion indicates the lowest value 

obtained by the algorithm in 30 iterations. The lower 

this criterion is, it indicates the acceptable efficiency of 

the proposed method. 

• Average: This criterion shows the average values 

obtained in 30 repetitions. The closer the value of this 

criterion is to the minimum, it indicates the stability of 

the algorithm in solving the optimization problem. 

Because in this case, the algorithm has been able to 

achieve the minimum solution in most cases. 

• Standard deviation: This criterion is used to show 

the difference of the obtained values from the average. 

The closer this criterion is to zero, it indicates the 

acceptable efficiency of the proposed method. 

 

4.4. Test Results 

As mentioned in the previous section, the results of 

the proposed method are measured based on different 

scenarios. The method described in the article [22] was 

used to evaluate the proposed method. Below are the 

results of the proposed method. 

 

4.4.1 The effect of the number of miners 
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In this section, the effect of miners on the 

processing time of requests in three modes of 3, 5 and 

10 miners has been investigated. The number of 

requests in this experiment is equal to 3 requests, and 

each request can be divided into 10 separate blocks. 

Table 3 shows the results of this experiment. 

 

Table 3. The results of the impact of the number of 

miners. 

 
 

As shown in Table 3, with the increase in the 

number of miners, the request processing time 

decreases (by increasing the number of miners from 

three to five miners), but in the case of increasing the 

number of miners from five miners to 10 miners, 

Transfer costs from miners to pools increase, therefore 

processing time has increased. Figure (13) shows the 

superiority of the proposed method over the reference 

method [22]. 

 
Fig. 13. The degree of superiority of the proposed 

method compared to the reference method [22].  

 

      The Gantt chart of the proposed method for 

different states of miners is shown in Fig. 14. 

 

 

 
 

 
 

Fig 14. Gantt chart of the proposed method for 

different states of miners. 

 

The convergence diagram of the algorithm in 

different states of miners is shown in Fig. 15. 

 

 
Fig. 15. Convergence diagram of the proposed 

method for different states of miners. 

 

As shown in Fig 15, the best solution was obtained 

in the case where the number of miners was equal to 3. 

 

4.4.2 The effect of the type of requests 

In this test, the dependency of requests is checked. 

In this case, requests are considered dependent and 

non-dependent. The number of requests in this 

experiment is equal to 5 and the number of blocks of 
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each request is equal to 7 at most. Also, the number of 

miners in this test is 3. 

 

Table 4. The results of the impact of the type of 

requests 

 
 

As shown in Table 4, in the non-dependency 

mode, the request processing time has been reduced 

because in this mode the requests can be executed 

simultaneously with each other, in case in the 

dependency mode Requests have priority over each 

other and the next request cannot be executed until the 

desired request is executed.The superiority of the 

proposed method compared to the reference method 

[22] is shown in Fig. 16. 

 

 
Fig. 16. The degree of superiority of the proposed 

method compared to the reference method [22]. 

 

The Gantt chart of the proposed method in non-

dependency and with dependency mode is shown in 

Fig. 17. 

 

 
Non-dependency 

 
With dependence 

Fig. 17. Gantt chart of the proposed method in the 

request type mode. 

 

As shown in Fig. 17, in with dependency mode, 

requests are dependent on each other, but in non-

dependency mode, requests can be executed 

simultaneously. The convergence diagram of the 

proposed method in two states of with dependency and 

non-dependency is shown in Fig. 18. 

 

 
Fig. 18. Convergence diagram of the proposed 

method in the request type mode. 

 

5.  CONCLUSION 

In this article, block size division method is used to 

assign requests to miners. To adjust the block size, a 

multi-stage process has been used, in the first stage, the 

requirements of the block chain network and in the 

second stage, the management of requests have been 

stated. In this article, differential evolution algorithm is 

used to allocate requests to miners. The scenarios used 

in this research include the number of miners and the 

type of requests. The criteria used in this research 

include minimum, maximum, average and standard 

deviation criteria. The implementation results have 

shown the superiority of the proposed method 

compared to the reference method [22]. 
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